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«Me, Myself, and I»

Matteo Matteucci, PhD

Full Professor

Dept. of Electronics, Information & 

Bioengineering

Politecnico di Milano

matteo.matteucci@polimi.it

My research interests

• Robotics & Autonomous Systems

• Machine Learning

• Pattern Recognition

• Computer Vision & Perception

Courses I teach

• Robotics (BS+MS)

• Machine Learning (MS)

• Deep Learning (MS+PhD)

• Cognitive Robotics (MS)

Enable physical and software autonomous systems to perceive, plan, and act
without human intervention in the real world 

What might go 
wrong?!?!?!
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What might go wrong ?!?!?!

https://imgs.xkcd.com/comics/robot_future.png



4

EU worries too !!!
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EU worries too !!!
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“The enormous data that companies feed into 

AI-driven algorithms are susceptible to data 

breaches as well.“

“AI may generate personal data […] created 

without the permission of the individual.”

Why is this a big concern?

https://thinkml.ai/is-artificial-intelligence-a-threat-to-privacy/
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https://thinkml.ai/is-artificial-intelligence-a-threat-to-privacy/
The Social Impact of Artificial Intelligence and Data Privacy Issues

by Shree Das, 08 September 2020
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Why is this a big concern?

“Modern technologies like surveillance cameras, 

smartphones, and the internet have made our 

private data collection easier than ever.” 

https://thinkml.ai/is-artificial-intelligence-a-threat-to-privacy/
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Are you entitled to use those data?
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The European approach to trustworthy AI

https://ec.europa.eu/futurium/en/ai-alliance-consultation/guidelines/1.html#privacy

Differential

Privacy

Federated

Learning

• Privacy and data protection. AI systems

must guarantee privacy and data protection

throughout a system’s entire lifecycle.

• Quality and integrity of data. The quality of

the data sets used is paramount […] it may

contain socially constructed biases,

inaccuracies, errors and mistakes.

• Access to data. In any given organization

that handles individuals’ data […] data

protocols governing […] who can access

data and under which circumstances.
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Next on Stage …

13:45 – 15:15: Federated Learning

Alberto Archetti (alberto.archetti@polito.it) 

PhD Candidate, Politecnico di Milano

15:30 – 17:00: Differential Privacy

Eugenio Lomurno (eugenio.lomurno@polimi.it) 

PhD Candidate, Politecnico di Milano

mailto:alberto.archetti@polito.it
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